
CSC116 Database
A database is an electronically stored, 
systematic collection of data that can 
include words, numbers, images, videos, 
and other types of files. 



























-- Create Patients table

CREATE TABLE Patients (
    patient_id INT AUTO_INCREMENT PRIMARY KEY,
    first_name VARCHAR(50) NOT NULL,
    last_name VARCHAR(50) NOT NULL,
    date_of_birth DATE NOT NULL,
    gender VARCHAR(10),
    phone_number VARCHAR(15),
    email VARCHAR(100),
    address VARCHAR(255),
    emergency_contact VARCHAR(100)
);

CREATE TABLE Doctors (
    doctor_id INT AUTO_INCREMENT 
PRIMARY KEY,
    first_name VARCHAR(50) NOT NULL,
    last_name VARCHAR(50) NOT NULL,
    specialization VARCHAR(100),
    phone_number VARCHAR(15),
    email VARCHAR(100),
    office_number VARCHAR(20)
);



SQL
SQL is a standard language for 
storing, manipulating and 
retrieving data in databases.



Query 
Delete 
Insert 

Update



select * from patients;
select * from docters;

select  patient_id, gender, email from 
patients;

Query https://www.w3schools.com/sql/trys
ql.asp?filename=trysql_select_all

https://www.w3schools.com/sql/trysql.asp?filename=trysql_select_all
https://www.w3schools.com/sql/trysql.asp?filename=trysql_select_all


select * from patients;

Two spaces 1 space

End of query

No space

Will print every 
columns if you put a *



Question 1: Query appointment table shows the 
reason, appointment_id, patient_id



DISTINCT

Question 2: 

SELECT DISTINCT medication_name, dosage 
FROM medications; 

SELECT DISTINCT medication_name 
FROM medications; 



Where

SELECT * FROM Customers

WHERE Country='Mexico';

SELECT * FROM Customers

WHERE Country='Mexico' or Country='USA';



Question 3:

I want to know all the female patients.



AND, OR, NOT

SELECT * FROM Customers

WHERE NOT Country = 'Spain';

SELECT * FROM Customers

WHERE Country='Mexico' or Country='USA';



Question 4:

I want to know a female patient and her 
emergence contact named Jordan Yang.



IN 

SELECT * FROM Appointments
WHERE status IN (‘canceled’, ‘completed’);

WHERE status=‘canceled’ or statu=‘completed’；



Insert 



INSERT INTO table_name (column1, column2, 
column3, ...) VALUES (value1, value2, value3, 
...);

INSERT INTO table_name

VALUES (value1, value2, value3, ...);



INSERT INTO Customers (CustomerName, City, Country)

VALUES ('Cardinal', 'Stavanger', 'Norway');



Delete All Records
It is possible to delete all rows in a table without deleting the table. This 
means that the table structure, attributes, and indexes will be intact:

DELETE FROM table_name;

DELETE FROM Customers WHERE CustomerName='Alfreds Futterkiste';



Question 5:

I want to delete a patient whose email equals to  
‘agross@gmail.com’



Update

UPDATE Customers

SET ContactName = 'Alfred Schmidt', City= 
'Frankfurt'

WHERE CustomerID = 1;



Question 6:

I want to update a patient whose email equals to  
‘agross@gmail.com’, his first name actually is Kevin

mailto:agross@gmail.com


SQL JOIN

A JOIN clause is used to combine rows from two or more tables, 
based on a related column between them.



SELECT Orders.OrderID, Customers.CustomerName, 
Orders.OrderDate

FROM Orders INNER JOIN Customers ON 
Orders.CustomerID=Customers.CustomerID;

OrderID CustomerName OrderDate

10308 Ana Trujillo Emparedados y 
helados

9/18/1996



Database Types



Relational Databases (RDBMS):

● Use structured tables with rows and columns.
● Support SQL (Structured Query Language) for data 

management.
● Examples: MySQL, Oracle Database, Microsoft SQL 

Server.



NoSQL Databases:

● Designed for unstructured or semi-structured data.
● Include different models like document, key-value, column-family, 

and graph.
● Examples:

○ Document: MongoDB, CouchDB.
○ Key-Value: Redis, DynamoDB.
○ Column-Family: Cassandra, HBase.
○ Graph: Neo4j, ArangoDB.



Name: Jack 
Age: 25 
Condition: Cold

Name: Li Si 
Age: 30 
Condition: High Blood Pressure 
Allergies: Penicillin



Decentralized Database IPFS



Security problems in Databases

○ Authentication & Authorization: Passwords, biometrics, role-based 
access (e.g., nurses accessing only their patients’ records).

○ Encryption: Scrambling data (e.g., SSL for online forms).
○ Backups & Recovery: Regular backups to prevent data loss.
○ Audits: Tracking access logs to detect breaches.


